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New Microsoft Stream: Unauthenticated external video sharing for videos in
OneDrive and SharePoint

68829

check before: 08/31/2020

Allow individual videos in OneDrive and SharePoint to be marked for
unauthenticated external access allowing people to view the videos
without a login by using the existing SharePoint file platform "Anyone"
links. SharePoint admins can already control which users can make these
kind of sharing links.

Status: Launched

Created: 09/22/2020

Product: OneDrive, SharePoint,
Stream

Platform: World tenant, Online

Scope: Administration, User, Security,
IT-Governance

Ring: General Availability

Type: New feature,
User impact,

Admin impact

Tenant:

Docu to check User Trainings, User Knowledge base, Working instructions for IT Support



Microsoft Teams: meeting recordings saved to OneDrive and SharePoint MC222640

check before: 09/29/2020

We’re changing the storage for new Teams meeting recordings to be
stored on, and served from, OneDrive and SharePoint (ODSP) - instead of
Microsoft Stream (Classic). Customers are able to opt in, opt out, or take
no action with regard to these changes.
This change will apply to customers who either opt in or take no action
following this announcement.
Key points:
Microsoft 365 Roadmap ID: "https://www.microsoft.com/microsoft-
365/roadmap?filters=featureid=67138" target="_blank"
style="background-color: rgb(255, 255, 255); font-family: sans-serif; font-
weight: 400;">67138
Timing:Early October (October 5, 2020) – You can enable the Teams
Meeting policy to have meeting recordings saved to OneDrive and
SharePoint instead of Microsoft Stream (Classic)
End of October (October 31, 2020) – Meeting recordings in OneDrive and
SharePoint will have support for English captions via the Teams
transcription feature.
Early to mid-November (Rolling out between November 1 -15 , 2020) – All
new Teams meeting recordings will be saved to OneDrive and SharePoint
unless you delay this change by modifying your organization’s Teams
Meeting policies and explicitly setting them to “Stream”
Q1 2021 – No new meeting recordings can be saved to Microsoft Stream
(Classic); all customers will automatically have meeting recordings saved
to OneDrive and SharePoint even if they’ve changed their Teams meeting
policies to Stream”
Rollout: Tenant level
Control: "https://docs.microsoft.com/en-us/MicrosoftTeams/tmr-meeting-
recording-change" Admin via PowerShell

Status: In development

Created: 09/23/2020

Product: OneDrive, SharePoint,
Stream, Teams

Platform: World tenant, Online

Scope: Administration, Compliance,
Multi-Geo

Ring: General Availability

Type: Admin impact,
New feature,
User impact

Tenant:



 

   
What's next to do minor Items  
  

Links 67138

Docu to check Service Description, User Knowledge base

Linked Item Details 67138 Title      : Microsoft Teams: meeting recordings saved to OneDrive and SharePoint
67138 Description: Ability to save Microsoft Teams meeting recordings to OneDrive and SharePoint
for improved sharing capabilities, basic governance, automatic retention labels, go local, bring your
own keys and, more that comes from recording video files and storing them in SharePoint and
OneDrive.

More Info URL https://docs.microsoft.com/en-us/MicrosoftTeams/tmr-meeting-recording-change

MS Preperations Customers are able to opt in, opt out, or take no action with regard to these changes. Changes in
this communication will apply to customers who either opt in or take no action.
Tenant admins can opt in or opt out of OneDrive and SharePoint as the Teams meeting recording
storage location via a Teams policy in PowerShell. Additionally, customers who wish to have
captions for their meetings will need to enable transcript recording in Teams.
In Q1 CY2021, saving Teams meeting recordings to Microsoft Stream (Classic) will no longer be
allowed. Precise dates will be communicated in a subsequent post.
Learn more: "https://docs.microsoft.com/MicrosoftTeams/tmr-meeting-recording-change" Use
OneDrive for Business and SharePoint or Stream for meeting recordings

MS How does it affect
me

This change impacts your organization in several ways:
New featuresThe move to ODSP immediately unlocks long-awaited features including external and
guest sharing, retention policy application (https://docs.microsoft.com/microsoft-
365/compliance/apply-retention-labels-automatically), GoLocal support, and BYOK support for
customers, with improved transcription quality, speaker attribution, transcript content search, and
other features to follow in CY2021.
Meeting storageNon-Channel meetings will be stored in the OneDrive of the person who clicked the
record button in a special folder labeled “Recordings” – that sits at the top of the recorder’s
OneDrive. Channel meetings will be stored in a folderlabeled “Recordings” under a folder named
after the channel under the Team’s document library.
PermissionsAll meeting invitees - except for external users – in non-channel meetings will
automatically get a shared link to access the meeting recording. External users will need to be
explicitly added to the shared list by the meeting organizer or the person that clicked the record
button. For Channel meetings, permissions will be inherited from the owners and members list in
the channel.
Feature gapsThe following gaps exist today:
Ability to block download of the video by meeting participants
Ability to view and edit the transcript in the player, but closed captions will be present
Non-English language transcripts/captions
Variable playback speed in video player
Transcript timeframe search (e.g., to find a specific point in time when something was discussed)



 

  

 

  

Advanced Audit: Mail send events 68807

check before: 08/31/2020

Mail send event is generated when a user sends, replies to, or forwards
an email. Whether the action was malicious or unintentional, this event
can let investigators know what metadata was contained in the emails
sent from a compromised account.

Status: Rolling out

Created: 09/22/2020

Product: Exchange, Microsoft
Compliance center, Yammer,

OneDrive

Platform: World tenant, Online

Scope: Compliance, Security

Ring: General Availability

Type: New feature Tenant:

Docu to check Working instructions for IT Support

New Microsoft Stream: Analytics for videos for videos in OneDrive and
SharePoint

68815

check before: 08/31/2020

Viewer analytics / statistics at the file level for videos stored in OneDrive
and SharePoint via the existing SharePoint file platform analytics that
show a trend of unique visitors and total views for a video overtime, as
well as who watched the video.

Status: Launched

Created: 09/22/2020

Product: OneDrive, SharePoint,
Stream

Platform: World tenant, Online

Scope: Compliance, User

Ring: General Availability

Type: New feature Tenant:

Docu to check User Knowledge base

Advanced Audit: optional 10 year audit log retention add-on 68805

check before: 08/31/2020

To help meet rigorous regulatory and internal compliance obligations or
conduct longer running investigations, organizations can now add 10-year
audit log retention to Advanced Audit. Once enabled, you can access the
logs in the Microsoft 365 compliance center or through the Office 365
Management Activity API. The events will also soon be accessible across
Microsoft 365 compliance solutions. 10-year audit lot retention is generally
available and E5 customers can try the feature today for a limited time at
no additional cost. An add-on will be required from early 2021 to access
this capability

Status: Rolling out

Created: 09/22/2020

Product: Exchange, Microsoft
Compliance center, OneDrive,

Teams, Yammer

Platform: Android, World tenant

Scope: Compliance, Licensing,
Administration

Ring: General Availability

Type: New feature Tenant:



 

  

 

  

 

  

Docu to check Service Description

New Microsoft Stream: Public APIs for videos in OneDrive and SharePoint 68828

check before: 08/31/2020

Enable basic programmatic capabilities (upload, edit, fetch, display) for
videos in OneDrive and SharePoint via the existing Microsoft Graph Files
APIs.

Status: Launched

Created: 09/22/2020

Product: Graph API, OneDrive,
SharePoint, Stream

Platform: Developer, World tenant

Scope: Developer

Ring: General Availability

Type: New feature Tenant:

Docu to check Automation / Scripts

Outlook for iOS: Drag and Drop files into Outlook 61176

check before: 08/31/2020

Drag and drop files from apps such as OneDrive, Photos and iCloud into
Outlook on your iPad. 

Status: Rolling out

Created: 08/06/2020

Product: OneDrive, Outlook

Platform: iOS, US Instances, World
tenant

Scope: User, UI

Ring: Monthly Channel (Standard)

Type: Feature update Tenant:

Docu to check User Knowledge base



Advanced eDiscovery now supports linked content (modern attachments)
from OneDrive and SharePoint Online

MC222627

check before: 09/29/2020

Advanced eDiscovery will now support linked content (modern
attachments) from OneDrive and SharePoint Online (OD/SPO). Linked
content can be shared in Teams and Yammer chat messages and
Outlook emails.
This message is associated with Microsoft
365"https://www.microsoft.com/microsoft-
365/roadmap?filters=searchterms=66185"  Roadmap ID 66185.
When this will happenWe will begin rolling this out in late September and
expect the rollout to be complete by the end of October.

Status: Rolling out

Created: 09/23/2020

Product: eDiscovery, Exchange, Office
365 Advanced Compliance,

OneDrive, Outlook,
SharePoint, Teams, Yammer

Platform: Online, Web, World tenant

Scope: Administration, Compliance,
Security, User

Ring: General Availability

Type: Admin impact,
New feature

Tenant:



Links 66185

Pictures in MC https://docs.microsoft.com/microsoft-365/media/c1b4fc00-7a15-4587-b9b0-ce594bb02e4d.png
http://img-prod-cms-rt-microsoft-
com.akamaized.net/cms/api/am/imageFileData/RE4GbHJ?ver=4c5bf

Docu to check Working instructions for IT Support

Linked Item Details 66185 Title      : Advanced eDiscovery: Supporting linked content from OneDrive and SharePoint
Online (modern attachments)
66185 Description: To help streamline discovery of linked content, Advanced eDiscovery natively
groups linked content from OneDrive and SharePoint Online in the same family as the original
Outlook email or Teams and Yammer chat message—streamlining the process of collecting,
reviewing, and exporting the related content without additional configuration.

MS Preperations Ask the Advanced eDiscovery manager in your organization to review this new functionality in a
pre-production tenant and to determine how your organization might use this enhanced document
retrieval in its investigations.
Learn more:
"https://docs.microsoft.com/microsoft-365/compliance/add-data-to-review-set#define-options-to-
scope-your-collection-for-review" Define options to scope your collection for review
"https://techcommunity.microsoft.com/t5/microsoft-security-and/improving-ediscovery-workflows-
and-enhancing-your-forensic/ba-p/1696658" Improving eDiscovery workflows and enhancing your
forensic investigations

MS How does it affect
me

Advanced eDiscovery in Microsoft 365 provides an end-to-end workflow to preserve, collect,
review, analyze, and export data that's responsive to your organization's internal and external
investigations.
When Advanced eDiscovery administrators and managers use the Search tool to identify relevant
documents, they can add those search results to a review set.
Exchange 2016 introduced document collaboration that allowed on-premises users to integrate
attachments stored on OD/SPO directly into email sent from Outlook on the web. Document
collaboration is now supported by all Outlook clients. Rather than attach a file to an email, users
insert a link to a file that is stored in OD/SPO. This feature is often called modern attachments, and
it reduces storage demands on the Exchange server. However, because these files are stored
outside of the Exchange server, until now they were not included in a collection and review set.
Your Advanced eDiscovery team now has three options for collecting the results of a search into a
review set (pre-existing or new):
Conversational review set (beta)   Select this to see email and chat enabled as threaded
conversations.
Enable retrieval for modern attachment   Select this to review documents referenced in Outlook as
a modern attachment (a link to a SPO/ODB source) as well as any SPO/ODB documents that are
included as a link in Outlook or Teams.
Include versions from SharePointSelect this to make a copy of all versions of a SharePoint file per
the version limits and search parameters of the collection.
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Microsoft Information Protection: Auto-classification with sensitivity labels in
SPO, EXO, OneDrive for gov clouds

67125

check before: 09/30/2020

Auto-classification with sensitivity labels in OneDrive, SharePoint Online,
and Exchange Online will soon be available in GCC and GCC-High
environments. Sensitivity labels are central to Microsoft Information
Protection, enabling you to label important content to associate it with
protection policies and actions like encryption and visual marking. With
this release, you can start using sensitivity labels at scale for documents
stored on OneDrive and SharePoint Online, and for emails in transit in
Exchange Online automatically without manual user input.

Status: In development

Created: 09/16/2020

Product: Exchange, Information
Protection - Office 365,

Microsoft Information
Protection, OneDrive,

SharePoint

Platform: Online, US Instances

Scope: Compliance, Security, User

Ring: General Availability

Type: New feature,
Admin impact

Tenant:

Docu to check Service Description, Automation / Scripts, User Knowledge base

More Info URL https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-
automatically?view=o365-worldwide#how-to-configure-auto-labeling-policies-for-sharepoint-
onedrive-and-exchange



  

 
  

 
   
THE INFORMATION IS PROVIDED AS IS, WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING
BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, TITLE
AND NON-INFRINGEMENT. IN NO EVENT SHALL THE COPYRIGHT HOLDERS OR ANYONE DISTRIBUTING THE
INFORMATION BE LIABLE FOR ANY DAMAGES OR OTHER LIABILITY, WHETHER IN CONTRACT, TORT OR
OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE INFORMATION OR THE USE OR OTHER
DEALINGS IN THE INFORMATION. 

Records Management: Regulatory record labels MC222757

check before: 10/01/2020

As announced at Ignite, we're introducing the public preview of regulatory
record labels which further enhance immutability of labeled items. These
new labels prevent metadata changes, records movements, and records
versioning. They also block users and administrators from removing a
label once applied.
 This message is associated with Microsoft 365
"https://www.microsoft.com/microsoft-
365/roadmap?filters=&searchterms=63062" Roadmap ID 63062.
 When this will happenThis feature is available now worldwide.

Status: Rolling out

Created: 09/24/2020

Product: Exchange, OneDrive,
SharePoint, Skype for

Business, Teams

Platform: Online, World tenant

Scope: Administration, Compliance,
Security

Ring: Preview, Targeted Release

Type: Admin impact,
New feature

Tenant:

Links 63062

Docu to check Service Description, User Knowledge base, Working instructions for IT Support

Linked Item Details 63062 Title      : Records Management: Regulatory Records (public preview)
63062 Description: Provides customers the ability to declare items in SharePoint Online as
regulatory items. These labels are more stringent label vs record labels. Targeted to Financial
services or other industries who have WORM compliance requirements. Will update the Cohasset
assessment to include SharePoint Online.
63062 Url        : https://docs.microsoft.com/en-us/microsoft-365/compliance/records-
management?view=o365-worldwide

MS Preperations  Review a "https://docs.microsoft.com/microsoft-365/compliance/records-management#compare-
restrictions-for-what-actions-are-allowed-or-blocked" detailed comparison of the restrictions a
regulatory record label enforces, including which actions are allowed or blocked.
 If you would like to take advantage of this new functionality, "https://docs.microsoft.com/microsoft-
365/compliance/declare-records" here's how to get started.
  "https://docs.microsoft.com/microsoft-365/compliance/records-management" Learn about records
management in Microsoft 365.

MS How does it affect
me

 If your organization requires records to comply with high immutability standards, you can leverage
regulatory record labels to enforce the maximum restrictions available in Microsoft 365.
This new capability, when configured as recommended, can help you meet SEC 17a-4, FINRA
Rule 4511, and CFTC Rule 1.31 (c) – (d) requirements for SharePoint, OneDrive for Business,
Exchange email messages, and certain Teams and Skype for Business content.
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